附件：

**厦门市卫生人才服务中心网络安全建设采购项目内容**

**一、采购内容**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **序号** | **产品名称** | **需求内容** | **数量** | **备注** |
| 1 | 上网行为管理系统 | 1U，单电源，千兆电口不少于4个；适用带宽≥50M，用户数≥100；最大并发连接数≥30000，每秒新建连接数≥600；包含3年软件版本、URL库及应用特征库升级许可；实现包括但不限于流量管控、应用控制、上网审计等功能；含硬件设备及配套软件；原厂技术上门安装服务，原厂3年售后服务。 | 1套 | 国内厂商自主产品 |
| 2 | 终端安全防御系统（软件） | 35个客户端防病毒功能授权,含3年升级许可；客户端支持Windows系列操作系统；防御功能应包含且不限于网络防病毒、补丁管理、外设管控（含移动存储）[1]、文件系统监控、进程监控、端口监控[2]、共享远程监管等；含管理平台及客户端软件，开放授权所需功能模块；原厂技术上门安装服务，原厂3年售后服务。 | 1套 | 与上网行为管理系统同厂商产品 |

[1][2]如通过上网行为管理系统实现，须在技术方案中对相应功能做说明。

**二、技术及服务方案描述要求**

1. 产品功能应满足网络安全等级保护第二级相关要求，并列出相关依据和标准；

2.代理商及产品厂商资质证明文件；

3.罗列并详细描述各产品的所有模块、功能；

4.详细描述软、硬件安装部署环境的要求和方法；

5.详细描述产品厂商本地工程技术人员配备情况并提供技术人员能力证明材料（至少一名技术人员持有高级《计算机技术与软件专业技术资格》证书或注册信息安全专业人员CISP证书）；

6.承诺应急处理及响应时间，且在设备故障时提供备机替换以保证网络正常运行；

7.说明可提供的增值服务。

**三、报价清单**

报价清单中应具明设备型号和技术参数，终端安全防御系统还应具明授权功能模块名称。